
Acronis Cloud Backup



Data Protection facts

Data Protection challenges

• More infrastructure complexity
• More locations of data
• More data
• More devices
• More focus on business production systems
• Less resources to protect it all

You can

• Solve your data protection challenges quickly
• Get managed backup & recovery today
• Start protecting all the data without upfront investments
• Enjoy both on-site and off-site backup and bare-metal recovery in one service
• Focus on business and leave business continuity to us

70%
Have insufficient DR protection 

of their critical data1

48%
Run both Virtual and Physical 
Systems in their Data Center1

1. “Complexity and Data Growth Driving Small and Medium-Sized Environments Toward a New Generation of Data Protection”, IDC, June 2014. Sample: 401 SMB Businesses, 
<1000 employees

http://promo.acronis.com/IDC-Disaster-Recovery-2014-WP.html
http://promo.acronis.com/IDC-Disaster-Recovery-2014-WP.html
http://promo.acronis.com/IDC-Disaster-Recovery-2014-WP.html


What is Acronis Backup Cloud Service ?

Acronis Backup Cloud Service powered by Acronis, provides safe, secure and scalable 
data protection solution for government and SMB sector . It is a fully managed backup 
service in which  Nashirnet can take care of your data protection and you focus on primary
business tasks .

Why do you need Acronis Cloud Backup Service ?

 You seek reliable strategy to protect from any IT disasters

 You look to replace tape and other legacy backup solutions

 You need complete protection for critical data and systems

 You need to protect Hybrid environments 

 You need to pay according to your actual need 

Optimized 
for
Virtual
Physical
Cloud

Protects
Any Data
Any 
Environment
Any Location

Backup, Disaster Recovery, 
Secure Mobile Access

Easy SafeComplete

New Generation Data Protection

Powered by The Acronis AnyData Engine

Cloud-ready architecture delivers in the cloud and on-premise



Acronis Cloud Backup service will help you to:

 Reduce risks with proven quick bare-metal recovery from Acronis

 Start quickly with zero entry costs and a per-use licensing
 Protect every piece of your IT infrastructure – physical and virtual, Windows and 

Linux servers, desktop and laptop PCs
 Focus IT on production tasks – while we take care of data protection
 Get dual protection and eliminate the risks of losing data
 Select the size of backup storage you need today and easily get additional space as 

your infrastructure grows
 Eradicate the costs associated with tapes and cumbersome tape rotation

 Combine benefits of traditional and cloud backups
 Enjoy innovative cloud services and proven technology

Why businesses choose Nashirnet ?

• Nashirnet is a Saudi Company specialized in Web Hosting solutions Since 2003
• Nashirnet has local Datacenter in Riyadh - Saudi Arabia
• Nashirnet has another Datacenter in Palermo – Italy
• Nashirnet has the best experts in the field
• Partner with Acronis backup SPLA program
• provide 24/7 technical support

Why businesses choose Acronis Cloud Backup powered by Acronis?

 Backup Admins trust Acronis’ proven Bare-Metal Recovery

 IT Managers value multi-platform data protection

 CIOs trust Acronis brand proven track record and expertise



Acronis Cloud Backup service Key Features

Data Protection Features

• Two tier backup: Cloud & Local

• Windows Backup

• Linux Backup

• VMware Backup

• Hyper-V Backup

• IOS + Android Backup

• Application Backup ( Sharepoint, SQL , 
Exchange ) 

• Microsoft Office 365 Mailbox support

• Multi-hypervisor Backup

• Incremental backup

Data Restore Features

• File restore
• Disk Restore
• Universal restore
• Bare Metal restore
• Application aware restore

Storage Features

• NashirNet Cloud Storage ( KSA )
• NashirNet Cloud Storage ( Italy )
• Acronis Cloud Storage

Client Side Features

• Smart Reconnect

• Deduplication

• Changed block tracking

• Encryption

• Data compression

• Client side cashing

Security Features

• Customer or Provider 256 bit key 
encryption 

• Industrial-grade AES-256 
encryption

• 2048 bit SSL Data Transfer
• password protected backups
• Backup Gateway IP Filter



Supported Platforms

Microsoft Windows Linux Virtual Hypervisors

- Server 2012 / 2012 R2
- Server 2008 / 2008 R2
- Server 2003 / 2003 R2
- SBS 2003 / 2003R2 / 2008 / 

2011 
- MultiPoint Server 

2010/2011/2012
- Storage Server 

2003/2008/2008 
R2/2012/2012 R2

- 2000 SP4 Professional, Server
and Advanced Server 

- 8.1 / 8 / 7 / Vista / XP SP2+

- Red Hat EL 5.x, and 6.x
- Ubuntu 12.04 ~ 13.10
- Fedora 18 ~ 20
- SUSE SLES 10 and 11
- Debian 6 ~ 7.5
- CentOS 5.x and 6.x
- Oracle Linux 5.x and 6.x 

- Any other x86/x64 Linux 
with kernel from 2.4.20 to 
3.13 and glibc 2.3.2 or 
later 

- VMware vSphere (ESXi) 
3.5r2, 4.0, 4.1, 5.0, 5.1 and 5.5

- Microsoft Windows Server 
2008 / 2008R2 / 2012 / 
2012R2 with Hyper-V 

- Microsoft Hyper-V Server 
2008 /  2008R2 / 2012 / 
2012R2

- Citrix XenServer
- Red Hat 

Enterprise Virtualization 2.2, 
3.0

- Linux KVM
- Oracle VM Server for x86

Licensing features

• 100% pay per-use
• No upfront investment
• Includes planning, implementation and support



Frequently Asked Questions

How secure will my Data be?

 Your data is always encrypted in our data center

Acronis Cloud Backup Service powered by Acronis encrypts all the incoming data with 
private keys unique to your account. Only authorized person can access the data, whether 
only one file or the whole machine is restored.

 Your data can be encrypted even before it is sent

Acronis Cloud Backup Service, powered by Acronis AnyData Engine, allows to encrypt 
your data at-source with government-approved AES-256 strong encryption, before sending
it over to secure Acronis Cloud Backup Service Cloud Data Centers. You set up the 
password – and only authorized person can access it. 

 Even metadata is encrypted

All management communication between your system and Acronis Cloud Backup Service 
Cloud runs through secure channels with SSL encryption – at any moment in time all 
aspects of your data are secure.

 Acronis Cloud Backup Service data centers are highly secure

Physical security is ensured via high fences, 24x7 security personnel, and video 
surveillance . Biometric hand-geometry scan and proximity key card are required for 
access.



How safe will my Data be?

 Acronis Cloud Backup Service Data Centers are Tier-IV designed
Acronis Cloud Backup Service data centers are equipped with UPS and backup diesel-
generators and are designed to ensure constant power availability for up to 48 hours to 
sustain an undefined power outage.

 Acronis Cloud Backup Service data centers are SSAE-16 certified

An SSAE 16 is a framework for a data center organization to have an outside entity 
examine their internal controls. Compliance sensitive companies often require SSAE 16 
certification, which include publicly traded enterprises, financial firms, and healthcare 
organizations.

• Your backups are stored on redundant Storage

Nashirnet and Acronis Storage is state-of-the-art Software-Defined Storage, running 
Acronis’ proprietary implementation of Reed-Solomon data chunk distribution with 
outstanding redundancy and error correction – more effective and reliable than traditional 
RAID enclosures.

Where will my data be?

In Nashirnet secure cloud data center is located in Saudi Arabia and Italy , Also Acronis 
Datacenter in many global Locations.

How fast is my cloud backup going to be ?

Nashirnet and Acronis cloud data centers have High-speed connections, ensuring maximum 
throughput for your backup service. Acronis Backup Cloud service also allows creating 
local backups on your storage in your data center, ensuring the reliable backup regardless of 
Internet connectivity.



Try Acronis Cloud Backup Service!

Signup for our cloud backup and recovery service for free.
TRY NOW

Do you need more information first?
CONTACT US
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